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The open source software model is a community approach 
to software development that implements non-traditional 
licensing arrangements to promote the free distribution of 
software and the human readable programming instructions 
(known as “source code”) underlying that software.  In addi-
tion, users of open source software are permitted to create 
derivative works of that software for any purpose.1  

Open source software offers a number of attractive advan-
tages to businesses.  Because the source code for open source 
software is available to the public, many open source projects 
are developed, refined and improved upon by the developer 
community at large.  A company that can make use of such 
software in its business may obtain the benefits of a thorough-
ly-tested program while saving the cost and time it takes to 
develop the software internally and avoiding substantial license 
fees associated with traditional software licenses.  Further, 
the company can maintain and improve upon the software 
in-house, which it might be unable to do under a traditional 
software license agreement.2   

While open source software provides many valuable ben-
efits to businesses and the software development community, 
the licenses for open source software often contain stringent 
requirements. When companies use open source software in 
their products without understanding the terms of the appli-
cable licenses, they may inadvertently incur risk related to the 
protection of their valuable intellectual property rights and, 
thereby, dilute the value of their software products and business.

The widespread use of open source software suggests that 
its practical implications are widely understood and appreci-
ated. Unfortunately, the legal implications of using open source 
software are not yet widely known or understood.  This article 
will: (1) briefly summarize the history of open source software; 
(2) provide an overview of open source software licenses and 
issues that arise with respect to compliance with their terms; (3) 
discuss the limited universe of available caselaw that provides 
guidance on the legal effect of open source software licenses; 
and (4) conclude by offering practical steps that companies can 
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take to manage their risk with respect to the use of open source 
software in their businesses.

Historical Context
The origin of open source software traces back to the 

Massachusetts Institute of Technology (MIT) in the 1970s, 
where Richard Stallman worked as a computer programmer 
and was part of a community of programmers in which open 
sharing of software was the norm. In contrast to his experi-
ence in the academic setting at MIT, the reality of proprietary 
software in the commercial sphere was repugnant to Stallman.  
At one point, Stallman sought to improve the performance of 
a printer at MIT that frequently jammed, but he was unable to 
do so because the manufacturer refused to give him the source 
code for the printer driver. A colleague from Carnegie Mellon 
who had access to the source code was prevented from sharing 
it with Stallman because of a non-disclosure agreement with 
the manufacturer.  Recalling the experience later, Stallman 
said, “This was my first encounter with a non-disclosure agree-
ment, and I was the victim . . . non-disclosure agreements have 
victims.  They’re not innocent.  They’re not harmless.”3  

Over time, Stallman’s community of programmers at 
MIT dissolved, and the increasing prevalence of NDAs and 
commercial software licenses greatly restricted the open atmo-
sphere that Stallman had previously known. This, ultimately, 

led Stallman to found the Free Software Foundation (“FSF”) 
in 1984, a non-profit organization whose goal was to create 
and foster an open software community.  The FSF’s first step 
toward that goal was the development of a non-proprietary 
operating system, called GNU.4  The FSF licensed GNU 
under the first open source software license, called the General 
Public License (GPL).  Stallman developed the GPL to secure 
for software users what the FSF calls the four essential free-
doms: (1) the freedom to run the program, for any purpose; 
(2) the freedom to study how the program works, and adapt 
it to your needs; (3) the freedom to redistribute copies so you 
can help your neighbor; and (4) the freedom to improve the 
program, and release your improvements to the public, so that 
the whole community benefits.5 

In February 1998, members of the software community 
held a strategy session in Palo Alto, CA, to consider ways to 
engage and encourage programmers to participate in commu-
nity development of software and to emphasize the practical, 
business reasons for an open development process.  It was at 
this strategy session where the term “open source” was coined.  
The term “open source” was chosen to create some distance 
from the FSF’s politically and philosophically-driven “free 
software” term.6  Later that same month, two attendees at that 
strategy session, Eric Raymon and Bruce Perens, founded the 
Open Source Initiative (OSI).  The OSI’s initial goal was to 
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subverting its traditional goals. While copyright is traditionally 
concerned with protecting an author’s right to exclude others 
from copying, distributing, or modifying a work, copyleft seeks 
to strengthen the rights of users by prohibiting the imposition 
of limits on the right to copy, distribute, or modify a work.

In practice, copyleft licenses require the licensed work, as 
well as any work based on the licensed work (discussed below), 
to continue to be licensed under the same copyleft license.  For 
example, all works that incorporate or are otherwise based on 
software licensed under the GPL must also be licensed under 
the GPL. This has been described as the “viral” nature of 
copyleft because copyleft-licensed code “infects” any code that 
it touches. In addition, a company that incorporates copyleft 
code into its product must provide the complete source code 
for its software product to all downstream recipients (i.e., to 
anyone to whom the company distributes an executable copy 
of its software product) and may not impose limitations on 
downstream recipients’ right to copy or modify the program.  

The practical impact of a company’s use of copyleft soft-
ware in its proprietary product, without proper consideration 
of the risks associated therewith, can be crippling.  If copyleft 
obligations are triggered, and a company is required to release 
the source code underlying its proprietary software product, it 
may be difficult to commercialize its product and the value of 
its business may plummet.  Importantly, the copyleft obligation 
to provide the source code for a program is only triggered once 
a derivative work of the copyleft work has been created, and 
the derivative work has been distributed.  As such, the most 
important questions for a company wanting to avoid copyleft 
obligations are: (1) what constitutes a derivative work, and (2) 
what constitutes distribution?

what Constitutes a Derivative work?
Under the United States Copyright Act, a “derivative work” 

is “a work based upon one or more preexisting works, such as a 
translation, musical arrangement, dramatization, [etc.].”12  The 
question of what this means in the context of software and 
copyleft licenses is open from a legal standpoint because courts 
have not directly addressed the viral provisions of the GPL or 
any other copyleft license. Moreover, the question is compli-
cated from a technical standpoint because different parts of the 
software stack and different kinds of programs interoperate in 
different ways—plug-ins interact differently with a program 
than does a statically-linking library, which, in turn, interacts 
differently with a program than does a dynamically-linking 
library.13  This article will not discuss the technical aspects 
of the question, but it is worth noting that computer science 
experts disagree about the extent to which two programs need 
to interact and combine in order for a derivative work to be 
created and the viral provisions of the GPL to be triggered.14  

advocate for open software development and to encourage use 
of the term “open source.”  The OSI later developed the Open 
Source Definition, which sets forth ten criteria that a software 
license must meet in order to qualify as open source.7  

Today, the GPL is one open source software license among 
hundreds, whose terms and effect vary widely.8  These licenses 
are typically drafted by organizations that sponsor open source 
projects, but any developer that writes a computer program 
may choose to open source his work and license it under any 
open source software license he pleases.  Since the develop-
ment of GNU, the use of open source software, by developers 
and the business community alike, has dramatically increased. 
Widely-used programs such as Mozilla Firefox, Wordpress and 
Linux are among the ranks of open source software and are 
used by millions of people around the world. A recent survey 
indicates that as many as 78% of companies incorporate open 
source software into their own software products.9 

overview of open source software 
licenses

Open source software licenses typically fall into one of two 
broad categories: permissive (or non-copyleft) licenses and 
restrictive (or copyleft) licenses.  

Permissive Licenses

Permissive licenses typically permit free and unrestricted 
use of the licensed software, as long as the user complies with 
certain minimal requirements, which typically include provid-
ing attribution when the user makes use of the author’s code 
in its own software, by including a copyright notice within the 
source code of the work. Some commonly-used permissive 
licenses are the MIT License, Apache License 2.0, and the 
BSD License.10  For businesses interested in selling proprietary 
software, permissive licenses are generally considered low risk, 
high reward.  

Restrictive Licenses

As the name suggests, restrictive (copyleft) licenses contain 
much more onerous requirements than permissive licenses 
and present a greater degree of risk to companies that want to 
incorporate copyleft-licensed code into their products.  Some 
commonly-used restrictive licenses are the GPL (versions 2 
and 3), the Affero GPL (AGPL), the Lesser GPL (LGPL) 
and the Mozilla Public License 2.0 (MPL).11  Note, however, 
that the LGPL and the MPL are considered “weak” copyleft 
licenses because their requirements are less restrictive than 
those of the GPL and the AGPL.  Most of the rest of this 
article will explore the requirements of copyleft licenses and 
their legal implications, with particular focus on the GPL.

Copyleft licenses seek to realize some version of the FSF’s 
radical view of software freedom by invoking copyright law but 
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cant: If a company’s proprietary software communicates with 
a tool that is licensed under the GPL when it runs, then it 
is a derivative work of that tool.  Once a derivative work has 
been created, the entire work must be licensed under the same 
license as the original work. Then, once the derivative work is 
distributed, all users who receive binary or executable copies 
of the work are entitled to receive the corresponding source 
code for the work.19  As such, to comply with these licenses, 
all derivative works that are distributed become, essentially, 
nonproprietary.

what Constitutes Distribution?

Software-as-a-Service

The Software as a Service (SaaS) delivery model presents a 
method for companies to provide customers with their propri-
etary software without distributing it to them.  Under a SaaS 
delivery model, customers access software hosted on a remote 
server via the Internet and never receive an executable copy of 
the software on their computers. As such, no distribution of 
the software occurs, and the copyleft requirement to provide 
the underlying source code for the software is not triggered.  
Many companies, including Google, have taken advantage of 
this “loophole” to great success by keeping GPL-licensed soft-
ware in the cloud, thereby avoiding release of the source code 
for their products.

The latest version of the GPL (GPLv3) recalls the lan-
guage of the Copyright Act to define “covered work” as “either 
the unmodified Program or a work based on the Program.”  
Then, under the section of GPLv3 governing the distribution 
of derivative works, GPLv3 states that the license applies “to 
the whole of the work, and all its parts, regardless of how they 
are packaged.”15  The FSF and the Software Freedom Law 
Center (SFLC), which provides pro bono legal services to open 
source software developers, take an aggressive approach to the 
question of what constitutes a derivative work under the terms 
of the GPL.16 The key, from these organizations’ perspective, 
to distinguishing whether a work is a derivative work or a 
separate work appears to lie in determining whether the works 
communicate with each other when they run.17  

To further illustrate the breadth of the FSF’s interpreta-
tion of derivative works, it is worth examining what it does 
not consider to be a derivative work.  Section 5 of GPLv3 sets 
forth an “aggregate” as something that is not a derivative work 
and, thus, does not trigger the viral provisions of the GPL.  
According to the FSF website, “an ‘aggregate’ consists of a 
number of separate programs, distributed together on the same 
CD-ROM or other media. The GPL permits you to create 
and distribute an aggregate, even when the licenses of the other 
software are non-free or GPL-incompatible.”18  

The consequences of the FSF’s radical approach is signifi-
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Caselaw
There is little caselaw that speaks to the enforceability of 

copyleft licenses or fleshes out the requirements of their terms 
because most judicial actions that have been initiated in this 
context have been settled prior to trial. While the legal under-
pinnings of copyleft are not firm,25 free software advocates 
have enjoyed enough success, through settlements, to suggest 
copyleft licenses have teeth.

One area of legal uncertainty lies in whether a violation of 
the terms of a copyleft license constitutes copyright infringe-
ment or breach of contract. The answer matters for purposes of 
determining available remedies and determining the enforce-
ability of some of the terms of the licenses themselves.26  If 
a license violation constitutes copyright infringement, then, 
provided the licensor has a federal copyright registration for its 
software, the licensor can sue in federal court, obtain an injunc-
tion from further infringement and seek statutory damages.27  
If, on the other hand, a license violation constitutes breach of 
contract, then the licensor’s remedy will likely be limited to dam-
ages, though the licensor could also seek specific performance of 
the license.  Specific performance, though seldom granted by 
courts in the U.S., could be a devastating remedy for a licensee, 
if the licensee were compelled to release the source code for its 
proprietary product.28  Under the most prominent open source 
software case, Jacobsen v. Katzer, whether violation of an open 
source software license constitutes copyright infringement or 
breach of contract depends on the language of the license.29 

In Katzer, the major issue was whether the defendant’s fail-
ure to comply with the Artistic License’s attribution require-
ments constituted a breach of contract or copyright infringe-
ment. Ultimately, the Federal Circuit found the attribution 
requirement was a condition of the right to use the copyrighted 
work and not merely a contractual covenant.30  Thus, defen-
dant’s conduct gave rise to a claim of copyright infringement.  
Beyond the bare holding, the court openly endorsed the 
enforceability of open source software licenses, stating:

Copyright licenses are designed to support the 
right to exclude; money damages alone do not 
support or enforce that right. The choice to exact 
consideration in the form of compliance with the 
open source requirements of disclosure and expla-
nation of changes, rather than as a dollar-denom-
inated fee, is entitled to no less legal recognition. 
Indeed, because a calculation of damages is inher-
ently speculative, these types of license restrictions 
might well be rendered meaningless absent the 
ability to enforce through injunctive relief.31 

This was a victory for copyleft licenses, but the later case 
of MDY v. Blizzard has the potential to sour that victory.32  
Blizzard did not involve open source software licenses, but it 
touched on the issue of when breach of the terms of a license 

In general, this loophole is well-established and widely 
exploited—indeed, GPLv3 explicitly blesses this loophole,20 
and the Affero GPL (AGPL) and other licenses were sub-
sequently developed in order to close this loophole for those 
authors who want copyleft obligations to apply even in the 
SaaS context. Despite the general acceptance of the SaaS 
loophole, there are some contexts where a SaaS provider may 
unwittingly distribute its product and trigger the copyleft pro-
visions attached to its code. 

For instance, SaaS products may incorporate software 
tools that cause a portion of the software to execute on a user’s 
browser. This execution of a copy may well constitute distribu-
tion. One law journal underlines the issue:

Courts have held that copying occurs when the 
information necessary to make a copy on a user’s 
RAM is transferred, even if no actual material 
copy is transferred. Thus, the argument proposes 
that a copyrighted portion of software copied onto 
a user’s RAM is sufficient to find distribution, 
even for [SaaS providers].21 

This is illustrated through Mozilla’s interpretation of the 
MPL.  According to Mozilla, any “code which is sent to the 
client (e.g. HTML, CSS, JavaScript) does count as ‘distribut-
ed.’”22 Thus, a SaaS product using JavaScript tools, for example, 
may well cause distribution of the product, thereby triggering 
the requirements of the applicable open source software license.

Mergers and Acquisitions

Another instance where distribution may occur is in the 
M&A context.  When a SaaS company is sold, particularly in 
an asset sale, the transfer of the target company’s assets to a 
buyer likely constitutes delivery or distribution of those assets. 
In such a case, distribution of the target company’s copyleft 
software product to the buyer triggers copyleft obligations.  
While the courts have not ruled on this issue, some legal schol-
ars have recognized this risk. One such scholar explains:

If a change of control is an assignment by opera-
tion of law, one might logically conclude that it 
also constitutes providing a copy to another entity, 
and thus a distribution triggering copyleft provi-
sions. Keep in mind, also, that the effectuation of 
some forms of M&A transactions such as asset 
sales are clearly assignments, and also likely . . . 
constitute distribution[.]23 

Indeed, the FSF and SFLC take this position with respect 
to all acquisitions, stating, “in business acquisitions, whether 
by sale of assets or transfers of control, the acquiring party 
is downstream from the party acquired.”24 The obligation to 
provide the source code to an acquiring entity is not unduly 
burdensome in itself, but the fact that the entire software 
product is licensed under a copyleft license may have serious 
implications for the valuation of the target company.
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The Courts in Katzer, Blizzard and Versata have provided 
clues as to whether and how the terms of the GPL and similar 
copyleft licenses would be enforced, but we have yet to see a 
definitive answer in the law. 

practical Considerations
Attorneys should be aware of the issues involved with 

open source software and copyleft licenses, in particular, and 
stay apprised of new and ongoing litigation surrounding those 
issues, so that they can advise clients on the risks and uncer-
tainties that underlie the incorporation of open source software 
into their proprietary products.  Even given these risks and 
uncertainties, though, the concrete advantages that open source 
software offers to businesses should not be ignored.  

For clients that would like the flexibility to incorporate 
open source software into their products, attorneys can encour-
age those clients to take few concrete steps in order to manage 
the risk they assume.  For instance, companies can educate their 
personnel on the terms of the most-widely-used open source 
software licenses and how to comply with them. In addition, 
companies can develop open source policies that include a list 
of licenses that are acceptable to their business from a risk 
standpoint and a list of those that should be avoided. Such 
policies can also establish procedures that personnel are to fol-
low when they encounter open source software they would like 
to implement within the company’s products, such as notifica-
tion of appropriate management personnel and review of the 
terms of the applicable license. By educating personnel and 
implementing a simple open source policy, businesses may be 
able to “have their open source cake and eat it, too.”
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What if you could easily turn to some of Nebraska’s best 
lawyers for their insider tips on the best ways to get something 
done for a client, or to reduce a tax bill, or save you time and 
headaches managing the technology in your office?  Better yet, 
what if you could access all the information with a 
few computer keystrokes? Well, now 
you can!

The newly-organized online 
NSBA Library offers NSBA dues-
paying members access to the NSBA’s 
vast collection of information on top-
ics ranging from agricultural law to 
workers’ compensation.  During the 
summer, the NSBA staff reviewed 
and organized thousands of pages of 
written materials and hours of video to 
make it easier for practitioners to find useful 
information.  The NSBA Library includes 
seminar materials and videos, articles from The 
Nebraska Lawyer, forms, practice manuals, inheritance 
tax worksheets, and more.

The NSBA Library organizes materials by topic, such as 
Family Law or Real Estate.  In addition, lawyers can search 
the entire NSBA Library using the search function on the 
NSBA website.  For example, using the search terms “adop-

the nsBa’s top advice at Your fingertips: introducing the nsBa library

tion” or “deed of trust” or “social media” returns a wide array 
of information for any of the topics, including articles, seminar 
materials and videos.

Check out the new NSBA Library on the NSBA’s website 
(www.nebar.com).  Under the drop-down menu for 

“Practice Tools” is a link to the NSBA 
Library.   Select the topic or practice 
area of interest and see the list of down-
loadable materials and videos.  For some 
of the most current practice manuals 
and similar materials, the viewer will be 
directed to the NSBA Store, where the 
product can be purchased.

The value of the NSBA Library will 
continue to grow as new materials are 
added. The NSBA is interested in hear-

ing from practitioners if there are materials that 
should be added to or deleted from the Library, 

are in the wrong practice area, or should be cross-
listed in multiple areas.  

The newly-organized Library helps the NSBA meet one 
of its strategic plan goals—“to provide members with valu-
able, relevant services and resources.” Please contact us with 
any suggestions or comments as to how to improve the NSBA 
Library or other ways to meet our goal.


